<https://developer.mozilla.org/en-US/docs/Web/API/Service_Worker_API>

<https://developer.mozilla.org/en-US/docs/Web/API/Service_Worker_API/Using_Service_Workers>

<https://developer.mozilla.org/en-US/Apps/Fundamentals/Offline>

<https://blog.angular-university.io/service-workers/>

<https://developers.google.com/web/fundamentals/primers/service-workers/>

MOZILLA APP

<https://serviceworke.rs/>

PWA

<https://blog.goodbarber.com/it/I-Service-Worker_a555.html>

GUIDA COMPLETA

<https://www.speedywordpress.it/guida-completa-ai-service-worker-javascript/#Strategie_di_caching>

SW EXPLAINED

<https://github.com/w3c/ServiceWorker/blob/master/explainer.md>

RISCHI DEI SW

<https://chromium.googlesource.com/chromium/src/+/lkcr/docs/security/service-worker-security-faq.md>

SW INSTALLATO PERMANENTEMENTE, RUBA I FILE

<https://alf.nu/ServiceWorker>

BUG SW

<https://jakearchibald.com/2018/i-discovered-a-browser-bug/>

INTERCETTARE RICHIESTE IN NEGATIVO COI SW

<https://c0nradsc0rner.com/2016/06/17/xss-persistence-using-jsonp-and-serviceworkers/>

SW SECURITY

<https://dev.chromium.org/Home/chromium-security/security-faq/service-worker-security-faq#TOC-Can-attackers-use-Service-Workers-to-trigger-attacks-developed-after-SW-registration->

DEMO ATTACCO XSS

<https://michaelwayneliu.github.io/2018/01/12/service-worker-xss%E8%BF%9B%E5%8C%96/>

COME USARE I SW PER DIROTTARE OGNI RICHIESTA

<https://sakurity.com/blog/2015/08/13/middlekit.html>

UTILIZZARE I SW NEGLI ATTACCHI XSS

<https://paper.seebug.org/177/>